This Policy covers the acceptable use of the University of Birmingham Guest Wireless Network facilities and services. The University welcomes visitors to the Campus, and use of the Guest Wireless Network, however such use is subject to compliance with this Policy, the University’s General Conditions of Use of Computing and Network Facilities and Acceptable Use policies of any other networks or services used, and all applicable laws, rules, and regulations.

The University reserves the right to disconnect any user at any time and for any reason. The Guest Wireless Network is provided as a courtesy to our guests and visitors and they will not be granted access to University confidential or restricted data nor given permission to install any software on University computers. Access is granted individually and must not be shared.

Inappropriate use of the Guest Wireless Network is not permitted. The University reserves the right to inspect, monitor or intercept data, solely for lawful purposes whenever deemed necessary, together with the authority to pass such data to third parties, either as required by law or to fulfil the University’s contractual obligations (e.g., to JISC). This Policy does not list all possible inappropriate uses but rather presents some guidelines (set out below) that the University may at any time use to make a determination that a particular use is inappropriate:

- Users must respect the privacy and intellectual property rights of others.
- Users must respect the integrity of our network and any other public or private computing and network systems.
- Use of the Guest Wireless Network for malicious, fraudulent, illegal or misrepresentative purposes is prohibited.
- The Guest Wireless Network may not be used in a manner that precludes or hampers other users access to the Guest Wireless Network or other any other networks.
- Nothing may be installed or used that modifies, disrupts, or interferes in any way with service for any user, host, or network.

This Policy is subject to relevant University policies and codes of practice including the General Conditions of Use of Computing and Network Facilities, the Information Security and Management Policy and the Data protection Policy and these shall take precedence in case of conflict.

The University makes no representations or warranties concerning the availability or security of the Guest Wireless Network and all use is provided on an ‘as-is’ basis. By using the Guest Wireless Network, you agree to indemnify and hold harmless the University for any losses or damages that may result from your negligent or malicious use of the Guest Wireless Network.

University takes no responsibility and assumes no liability for any content uploaded, shared, transmitted, or downloaded by you or any third party, or for any malware your device may be exposed to or anything you may encounter or any data that may be lost or compromised while connected to the Guest Wireless Network.